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nearly

1 out of 5 would pay 30% or more

Higher Premiums and Longer Lead Times 
Tolerated for “Non-China” Components

77%
willing to pay a premium 
of 5% or more for 
components made in US

44% 
willing to accept 

1 month or more  

Federal Decision-Makers Forecast Requirements for “Non-China” 
Content and Components from the US Government

Placement of 
spyware on 

components/
espionage

Known threat 
to national

security

1/4
think 76-100% of 

all components for IT 
purchases will have 

“non-China” requirements

2/3
foresee a long-term 
content requirement

— TOP REASONS — 

Nearly 1/4 
are concerned about:

1 in 5
Federal survey 

respondents rank 
as #2 priority

1 in 3
Federal survey 

respondents rank 
as #1 priority

Country of Origin Should Be 
Top Priority for Supplier Selection 

for Manufacturing or Final Assembly 
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Most Important Aspects to Secure
AT LEAST 7 IN 10 CHOSE:

Code Development 
for Components 

(embedded �rmware)

Service and Support 
of Existing Products

Code Development 
for System (BIOS) Product Design

Top Security Concerns 
in Supply Chain


