Agency Concerns & Forecasts for Securing the Federal ICT Supply Chain

Top Security Concerns Country of Origin Should Be Higher Premiums and Longer Lead Times
in Supply Chain Top Priority for Supplier Selection Tolerated for “Non-China” Components

for Manufacturing or Final Assembly
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